CYBER SECURITY IN THE ISLE OF MAN IN 2020

2019 to 2020
21% to 27%

.27 %

——@
of respondents have had an online
account compromised

9490

of respondents shop online
 J

2019 to 2020
31% to 25%

25% 1

of respondents don't have their
software set to automatically update
@

50% .

of respondents would like to see
more cyber security training in
the community @———

of respondents were concerned about
losing money when they went online

67%

of respondents stated that
protecting their privacy was a
primary concern when going online

Most popular social media
platforms by usage:
@ Instagram

@ Facebook
(2) Whatsapp (6) Linkedn
@ Snapchat

@ Facebook Messenger

@ Twitter

570/0 o—oT ‘

369% -

personal data had been stolen

88%

of respondents bank online

57% .

of respondents use the same I
password on multiple accounts
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92%

of respondents regularly
think about online safety

849%0

of respondents said that they had

protected their devices with
anti-virus software

50% .

of respondents are aware of
OCSIA and the IOM Police

advice services’ g———
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Most popular devices
by usage:

@ Smartphone
@ Laptop

@ Tablet

@ Desktop

of respondents did not think they
would be able to tell if their
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919%

of respondents have received a
fraudulent email  J
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2019 to 2020
66% to 80%

—\ 80%!.

of respondents are confident they
apply correct security measures

2019 to 2020

39% to 17%
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17%

of respondents don't know where
or how to report a cyber crim%

61% " .

of respondents regularly back up
their most important data

57% .

of respondents stated that if their
account was hacked that they would
report it to the police or OCSIA

239% [ .

of respondents had taken action
to improve their online security
following a communication from

OCSIA/IOM zolic_el—.

Based on data from

cyber security awareness survey

(7 July - 26 July 2020, 594 responses).
Issued by the Office of Cyber Security
and Information Assurance.



